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Vernehmlassung zum Vorentwurf des Bundesgesetzes liber den elektronischen
Identitdatsnachweis und andere elektronische Nachweise (E-ID-Gesetz, BGEID)

Sehr geehrte Damen und Herren

Wir nehmen Bezug auf lhr Schreiben vom 29. Juni 2022 in oben genannter Angelegenheit,
danken Ihnen fur die Gelegenheit zur Stellungnahme und dussern uns dazu gerne wie folgt:

Grundsatzliches

Wir unterstitzen eine staatlich geregelte E-ID fir den medienbruchfreien Zugang zu
Behordengeschaften als grundlegende Voraussetzung und sehen die Eréffnung der
Vernehmlassung des Vorentwurfs flir das Bundesgesetz tber den elektronischen
Identitatsnachweis und andere elektronische Nachweise (E-ID-Gesetz, BGEID) als wichtigen
Meilenstein in der Entwicklung zu einer digitaleren Gesellschaft in der Schweiz.

Far den Erfolg der E-ID ist unserer Ansicht nach von besonderer Wichtigkeit, dass Nutzerinnen
und Nutzern der zukinftigen staatlichen E-ID die grésstmogliche Kontrolle tiber ihre dezentral
gespeicherten Daten haben und die E-ID nach den «Self-Sovereign Identity» und «Privacy by
Design» Prinzipien umgesetzt wird.

Wir begrissen es, wenn die zukinftige E-ID auf einer staatlich betriebenen Infrastruktur
aufgebaut und betrieben wird, welche staatlichen und privaten Akteuren fir die Ausstellung
unterschiedlicher digitaler Nachweise standardisiert zur Verfligung steht. In diesem Kontext wird
es wichtig sein, den Nutzerinnen und Nutzern ein bestmogliches Nutzererlebnis mit adaquaten
Begleit- und Hilfestellungsmassnahmen wéahrend allen Prozessphasen der E-ID-Anwendung zu
gewabhrleisten.

E-ID im Kontext des elektronischen Patientendossiers EPD

Ein zentraler Aspekt ist, dass die E-ID die Einfihrung und Ausbreitung des elektronischen
Patientendossiers (EPD) unterstutzt, einfach anwendbar ist und keine neuen Hirden entstehen
lasst. Die Ausgestaltung der staatlichen E-ID als Self-Sovereign Identity lasst beflirchten, dass fur
die EPD-Nutzung zusatzlich zur E-ID-Er6ffnung noch ergdanzende Informationen zur EPD
Inhaberin/zum EPD Inhaber erhoben werden mussen. Ein zweistufiger Eroffnungsprozess, unter
Umstanden an zwei verschiedenen Stellen, wird die Ausbreitung des EPD nicht unterstitzen und
ist deshalb zu vermeiden.

Des Weiteren sollte die Verwendung der E-ID kostengUnstiger sein, als die gegenwartig fur das
EPD genutzten E-IDs. Dies ist unseres Erachtens entscheidend fir den Erfolg des EPD und wichtig



fur weitere gesundheitsbezogene Dienstleistungen, wie beispielsweise den Zugriff von
Gesundheitsfachpersonen auf Gesundheitsdaten ihrer Patientinnen und Patienten. Es ist davon
auszugehen, dass die Stammgemeinschaften gemass Bundesgesetz Uber das elektronische
Patientendossier vom 19. Juni 2015 (EPDG; SR 816.1) als Anbieterinnen einer Dienstleistung mit
E-ID-Zugang zu Ausstellerinnen resp. Verifikatorinnen werden und gemass dem vorliegenden
Gesetzesentwurf GebUhren an den Bund entrichten mussen. Abhangig von deren Hohe kann
dies zu finanziellen Problemen fiir das EPD flhren. Deshalb ist eine Moglichkeit zu schaffen, dass
bundesgesetzlich begriindete Dienstleistungen, zu welchen auch das EPD z&hlt, von solchen
GebUhren ausgenommen werden.

Bemerkungen zu einzelnen Bestimmungen
Zu Art. 8 (Anlaufstellen der Kantone)

Der Kanton Solothurn wird eine entsprechende Anlaufstelle fur den First-Level-Support
bezeichnen mussen. Derzeit scheint noch nicht klar zu sein, welche Stelle diese Aufgabe
Ubernimmt. Ebenso ist noch unklar, mit welchen personellen und finanziellen Folgen dies
verbunden ist.

Zu Art. 16 Abs. 3 (Vorweisen von elektronischen Nachweisen)

Die Regelung ist eine Auspragung des Grundsatzes «Datenschutz durch Technik» (Art. 1 Abs. 2
Bst. b Ziff. 1). UnuUblich ist in diesem Zusammenhang aber die Einschrankung durch das Wort
«maoglichst». Dieses ist wegzulassen und das System so zu erstellen, dass keine Riickschllisse
moglich sind.

Art. 17 Abs. 2 Buchstabe b Ziffer 1 (Basisregister)

Hier scheint das Wort «daraufhin» UberflUssig zu sein, bzw. bleibt unklar, auf was sich dieses
Wort bezieht.

Zu Art. 19 und Art. 20 (Anwendung zur Aufbewahrung und Vorweisung von
elektronischen Nachweisen; Anwendung zur Priifung von elektronischen Nachweisen)

Art. 19 und Art. 20 erwahnen, dass der Bund je eine Anwendung zur Verfligung stellt, mittels
derer elektronische Nachweise aufbewahrt und vorgewiesen werden kéonnen, bzw. die
Gultigkeit der elektronischen Identifikation gepruft werden kann. Es erscheint uns wichtig, dass
diese Anwendungen auf lokalen und mobilen Endgeraten installiert werden kénnen und
entsprechende Support-Prozesse flur die Handhabung und bei Nicht-Funktionieren vorhanden
sind.

Art. 21 (System fiir Sicherungskopien)

Es ist darauf zu achten, dass eine einheitliche Terminologie verwendet wird. In der
Sachuberschrift wird von «Sicherungskopien» gesprochen, in den Absatzen 1 und 2 dann aber
von «Sicherheitskopien».

Art. 24 (Betrieb der Vertrauensinfrastruktur)

«Elemente» scheint hier nicht der passende Begriff zu sein. Gemeint sein dirften am ehesten die
«Grundlagen» der Vertrauensinfrastruktur.

Art. 25 Abs. 2 Buchstabe b (Technische Entwicklung)

Nicht abgedeckt ist der Fall, dass das Volk die Gesetzesbestimmung in einem Referendum
ablehnt. Dies musste noch erganzt werden.

Im Ubrigen verweisen wir auf die Stellungnahme der Konferenz der schweizerischen
Datenschutzbeauftragten (Privatim), welcher wir uns anschliessen.

Gesamthaft erachten wir den vorgeschlagenen Vorentwurf als gelungene Umsetzung der
vorgenommenen Ziele im Zeichen des digitalen Wandels.
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Wir danken Ihnen fur die uns zur Verfligung gestellten Dokumentationen und fur die
eingerdumte Gelegenheit zur Stellungnahme.

IM NAMEN DES REGIERUNGSRATES

sig. sig.
Dr. Remo Ankli Andreas Eng
Landammann Staatsschreiber

3/3



